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Temu

1. Uwndposa TpaHchopmauns, agurntannsaumnsa n knbepcurypHocrt. Lingpposa 3aBUCMMOCT U
CBbp3aHu onepatnMBHU puckoBe. Kubep tepeH (knbep NpoCTPaHCTBO) U CBbP3aHu
puckoBe. (yBogHaTta npeseHTauung, Part 1)

2. OnepaTvBHU PUCKOBE U yrNpaB/iEHNE Ha YCTOMYMBOCTTA N HAAEXAHOCTTA Ha
NT-6asunpann (aurntannsnpaHm) cuctemMmm n ycnyrm. KOMnoHeHTN 3a oLueHKa Ha pucka.
TeHgeHUMM 3a yBeniMyaBaHe Ha puckoBeTe (rnobanusaumsa, gurntasnHa 3aBMCUMOCT....).
MNpernen Ha genHoCTMTE, MOAENNTE U CTAHAAPTUTE 3@ MHOPMALMOHHA CUFYPHOCT U
HagexaHocT Ha UT (koMnioTbpHM 1 MpPEXoBU) pecypcu. (yBoa ot Part 2).

3. Mogen CERT-RMM. N3TouHMuUM, NpegHasHa4vyeHne u BHegpsiBalm opraHnsaumn. O6uwa
cTpykTypa. OCHOBHU KaTteropum npouecu, 6a3oBu akTmBM (assets), knacngunkaumns Ha
cnabocTtute 1 3annaxure.

4. [leTalNnHO OMNMCaHWE Ha aKTUBUTE U PECYPCUTE, CBBbP3aHN C TEXHOIOTNYHM (KOMMIOTbPHMU
N MPEXOBU) N MHPOPMALIMOHHK pecypcun. OguT (oueHKa) Ha 3annaxmTte n cnaboctute,
OTFOBOPHOCTM N YCTOMYMBOCTTa Ha pecypcute. Ctpaternum n nnaHoee 3a Protect n Sustain
(Ha onepaumun, akTnBm).

5. Tpuapata 3a nHgopmauymnoHHa curypHoct KMH (KoHdmaeHumanHoct, MHTerpurer,
HanunuHocrt); CIA (Confidentiality, Integrity, Availability). NMpunaraHe v 3a gpyrute 6a3oBu
aKTUBM (xopa, TEXHOMOrnKU, MHppacTpykTypa). Bugose mepku 3a 3awumTta (protect) n
ocurypsiBaHe Ha yCcTonumBocT (sustan) Ha nHdgopmaumoHHn aktmem (Part 2, Assets,
AOMALLHOTO/ynpaxHeHue).

6. WM36paHo ot npouecHn obnactu: Engineering category, RTSE - Resilient Technical
Solution Engineering - Secure coding principles. Zero Trust Architectures.

7. WN36paHo oT npouecHn obnactu: Operations management: ID — Identity Management;
Access Control. Authentication, authorization, multi-factor authentication. (Part 2,
AonbfHUTENHA Npe3eHTauna 3a Authentication, Authorization, Access control).

8. W36paHo ot npouecHm obnactm: Operations management: IMC — Incident Management
and Control. SIEM (Security Information and Event Management), SOC (Security
Operations Center), OnepatMBHM Nnpoueaypu 3a eckanaumsa n oTroBOp Ha MHLUMAEHTHN.

9. AHaTomuUsa Ha MogepHuTe ataku (yeb, mobunHum). Cyber Kill Chain (ocHoBeH mopaen,
oTaenHu asm) - ypogHata yact oT Part 2. CoumanHo MHXeHEePCTBO - Lenu, nogxoau.



10. UNsrotBaHe 1 NpeacTtaBaHe Ha goknag (Npe3eHTaumsa) 3a 3ansaxm, cnabocTtu, knbep

aTakun. OueHka Ha weTuTe. MpeBeHUNs N peakuua
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